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KIMEP UNIVERSITY





College of Social Sciences

	Course Code: IRL3516
Terrorism and Security

	Course credits: 3

	Semester: F2024
	Class time & place: Tue, Thu
Section 1: 16.00-17.15
Hall #6 Valikhanov

	Instructor: Nurseit Niyazbekov, PhD
	Office phone: +7 727 270 4311 (ext. 3307)



	Office: #141, Valikhanov 
	Office hours: Tue, Thu
10.00-12.00
or by appointment

	Email: nurseit@kimep.kz
	TA’s learning support hours: N/A


Course Prerequisites: None
1. Relationship of course and program 

This course is consistent with the BSSIR Program and its Learning Outcomes and is adjusted to the needs of other CSS students. Particularly, these Learning Outcomes of the Program are targeted at development of the knowledge and skills necessary to:

· describe and articulate the key concepts within the discipline;

· design social research from scratch until the publication phase;
· conduct interdisciplinary research;
· work effectively with others in the pursuit of common objectives.

2. Course description 

This course studies the origins and nature of contemporary terrorism, terrorist groups: tactics and trends on the world-wide scale starting from the ancient times to the present. It examines threats and challenges posed by terrorist groups to state security and to the security of the international system.
3. Learning objectives 

There are four broad objectives of this course:

· to  acquaint students with the field of security studies;
· to build on existing knowledge in the field of international relations;
· to engage students in current policy debates in international security;
· to advance understanding of moral, legal and political underpinnings of terrorism;
4. Intended learning outcomes 

At the successful completion of this course, students should be able to:

· write and present argumentative papers;
· critically read and reflect on real-world scientific articles;
· participate in a policy dialogue on matters of international security;
· analyze past and modern acts of terrorism.
5. Indicative Assessment scheme (in relation to ILOs)
First Assessment

Mid Term Exam 

10
Monte Carlo Quizzes

10
Participation


10
Second Assessment

Mid Term Exam 

10
Monte Carlo Quizzes

10
Debate



10
Final Assessment

Argumentative paper

30
Paper presentation

10
Mid-Term Exams are comprehensive and based on lecture slides, assigned readings and class discussions. It consists of open ended essay questions. Exams are held in class and submitted in writing. 
There are around 8 scheduled Monte Carlo quizzes. After covering every topic we will roll a dice in the end of the class to determine two things: 1) if there will be a quiz on that topic or not, and 2) which of the six pre-given questions students will have to answer. Topic specific quiz questions are uploaded to L: drive in advance. Questions are drawn from class discussions and lecture materials. Should there be a quiz on any specific topic, students would have to write a paragraph with 5 sentences answering a quiz question. 
Class attendance is mandatory and monitored with the help of attendance sheets. It is your responsibility to track your attendance starting from the first day of class until the end of semester. 

Missing more than 20% of class time will lead to student’s Failing or Course Withdrawal. If you have to miss the course you must let me know in advance. Any excused absences such as illnesses still count as missing the class. Only special circumstances such as pregnancy, military service, disability and severe illnesses are exempt from grade deductions. Students need to approach me to discuss these circumstances in the beginning of semester. 

During seminars students are highly encouraged to participate by engaging in class discussions. Students should also take active part in class activities and forum discussions on Moodle. It is student’s own responsibility to catch up with the missed classes. 
Bonuses are available and awarded as a result of accomplishing a bonus assignment or answering bonus questions in class. Be attentive in class and attend classes in order not to miss bonus opportunities.  
Office hours 
Students are encouraged to meet with the instructor during scheduled office hours or by appointment to discuss their written work and academic performance. All concerns about grades or issues related to the course should be expressed in a timely manner and prior to the end of the semester. It is a student responsibility to seek from the instructor additional feedback on assignments, grading guidelines and policies. 
Late assignments 
All assignments, unless otherwise indicated, must be submitted on the days they are due. Assignments that are late for up to 48 hours can be accepted with points’ deduction (up to 30% of the total depending on the assignment). Submissions later than 48 hours are not accepted.
Accessibility and accommodations

If you have a disability and/or special needs you have to approach me as earlier as possible to discuss your circumstances. As a course instructor I will do my best to accommodate for these. If I cannot help you, I will direct you to a responsible person at KIMEP. 

Grades and appeals

Grades are posted only in the Intranet and accessible to students via Student Portal. You may check your grades breakdown in person by seeing me during the office hours or sending me an email. 

You can appeal your final grade during 48 hours since the grades were officially posted. You can do so via the Student Portal. Bonus points are available only at my discretion via special assignments during the class. 
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7. Teaching and learning philosophy and methodology 

The course is an interactive one and combines lectures and seminars. This requires from students regular attendance, reading assigned material prior to their coming to the class, and attention and participation during the class. Required seminar papers are highlighted in bold and must be read by all before joining a seminar. Seminar moderation is voluntary and is rewarded with extra points. Generic list of questions for seminar discussions is posted on Moodle.
Communication with Peers:
It is important that we agree to conduct ourselves in a professional manner and that we work together to foster a classroom environment in which we can respectfully discuss and deliberate controversial questions. Students are encouraged to express opinions, however, they are expected to voice arguments supported with evidence.

Any behavior that threatens classroom atmosphere and learning environment (including harassment, sexual harassment, and ethnic, gender and/or culturally derogatory language) will not be tolerated. Please alert me immediately if you feel threatened, dismissed, or silenced at any point during our semester.

Academic Communication Policy:

All KIMEP students are provided with an official e-mail address on the KIMEP server. Since this system is an official means of communication, students are expected to communicate through it. Because the important announcements, news and messages regarding the academic affairs, student life, campus events or administrative issues are sent to the students’ official e-mail, all students are expected to check their student e-mail on a regular basis (at least daily), and any communication sent to them by the administration or faculty is considered to be received and read by the students. They are expected to use their official e-mail address for the academic communication.  

Plagiarism and cheating on the exams will not be tolerated. Plagiarism is defined as passing off of anyone else’s work as one’s own, so it includes copying even one sentence of another’s written work without acknowledgement, very close paraphrasing the equivalent of a paragraph or more without acknowledgement, borrowing any ideas in a recognizable form in such a way as to present them as the student’s own thought. Any plagiarized assignment will receive 0 points with no possibility to resubmit the work. Students are expected to have the basic skills in referencing academic sources.

The Use of Generative AI Software

Generative AI is software, for example, ChatGPT, can perform advanced processing of text at skill levels that at least appear similar to a human. Generative AI software is quickly being adopted in many facets of internet services, legal practice, and everyday programming. At the same time, Generative AI presents risks to KIMEP’s shared pedagogical mission.

For this reason, KIMEP adopts the following general guidelines providing structure to use of Generative AI.

Student Responsibility:

· Use of AI tools is permitted to help brainstorm assignments, to revise existing personally generated work, or to prepare for exams.

· Students must clearly attribute what AI-generated material informed or supported their work by clearly marking tasks that were generated by AI.

· Students’ primary responsibility is to ensure the accuracy of AI-produced information.

· All work submitted by students for grading must be produced by students themselves (individually or groups).

· All written assignments must be uploaded into the Learning Management System (Moodle). 

· Students must NOT engage hiring external person or company to write assignments

· It is prohibited to use generative AI tools to generate ANY portion of the assignment.

· Using AI tools, like ChatGPT, to generate content qualifies as academic dishonesty.

Instructor Responsibility:

· Instructors should provide sufficient weight to the quality of the answers on written assignments. Weak answers result in lower grading and potentially a failing grade for the assignment.

· A sufficient grade weight to assessment should be provided (especially) written work done in the classroom.

· Instructors need to monitor and be aware of written assignments and the policy provided herein.

· Instructors need to be the gatekeepers of quality of instruction, learning and academic integrity.

8. Indicative course learning activities 

In this course, students undertake the total of 100 hours of learning activities. The instructor will provide 30 hours of class contact. A detailed Schedule of weekly lectures, together with the weekly required reading assignments, is provided on pages 4-5 in this Syllabus. The remaining of 70 hours — 4.5 hours a week — will be allocated across a range of learning activities in the following five broad categories:

1. Reading (including note taking): 20 hours total; i.e. approx. 1.25 hours a week for in-class discussions, tests, write-ups; and exams.

2. Writing of assignments: 3 hours total [0.2 hour a week].

3. Discussions: mostly done during the class; extra-class discussions and consultations with the instructor or teaching assistant: 4 hours total [0.25 hour a week].

4. Practicing: useful for oral presentation but time needed minimal.

5. Summarizing and Memorizing for tests and exams:  40 hours total [2.5. hours a week]; Mid-Term, Quizzes, and the Final Exams.

Total: 
4.5 hours of non-contact learning activities a week.
9. Indicative class schedule
Students are expected to do the assigned readings before every class. Students are encouraged to contribute to discussion on issues and topics covered in a particular week.
	Week
	Topic

	1
	Introduction to the Course. What is international security? Changing nature of security in the 21st century.
· Buzan (1991) New Patterns of Global Security in the twenty-first century, Moodle
· Al-Rodhan (2009) Multi-sum security: five distinct dimensions, Moodle

	2
	Defining terrorism. Components and typologies of terrorism.
· Combs (2011), Chapter 1
· Meisels (2008), Chapter 1
· Young and Findley (2011) Promise and Pitfalls of Terrorism Research, L:drive

	3
	History of terrorism. Rationalization of terrorism.
· Combs (2011), Chapter 2, pg. 18-20, 35-42
· Meisels (2008), Chapter 2, pg. 30-38
· Halverscheid and Witte (2008) Justification of war and terrorism, Moodle

	4
	Who are the terrorists? Motivations and profiles. Why someone becomes a terrorist?
· Combs (2011), pg. 42-48, 53-68
· Crenshaw, M “The causes of terrorism” in Horgan, J and Kurt Braddock (2012) Terrorism Studies: A reader. Moodle
· Parker and Sitter (2016) The Four Horsemen of Terrorism, Moodle

	5
	State terrorism
· Combs (2011), Chapter 5
· Conrad, C et al (2017) Who Tortures the Terrorists? Transnational Terrorism and Military Torture, Moodle

	6
	Film discussion. Munich (2005) directed by Steven Spielberg. 

	7
	Terrorist training: sites, topics, arsenal. 
· Combs (2011), Chapter 7
· Jackson, Bryan and David Frelinger (2007) Rifling through the terrorists’ arsenal, L:drive
· Lia, Brynjar (2008) Doctrines for Jihadi Terrorist Training, Moodle 

	8
	Mass media and terrorism
· Combs (2011), Chapter 8
· Weimann, Gabriel (2014) New Terrorism and New Media, Moodle
· Kearns et al (2019) Why Do Some Terrorist Attacks Receive More Media Attention Than Others? Moodle

	9
	Terrorism and WMD. Types of WMDs and access to WMD.
· Combs (2011), Chapter 14
· Ackerman, Gary and Michelle Jacome (2018) WMD Terrorism: The Once and Future Threat, Moodle
· Lindsay. Raymond (2016) Preventing Catastrophic Terrorism, p. 101, Moodle

	10
	Mid Term. Term Paper workshop. 

· Bring your draft papers for peer-review and in-class consultations.

	11
	Legal Perspectives on Terrorism
· Combs (2011), Chapter 10
· Cohen, Aviv (2011) Prosecuting terrorists at the international criminal court: re-evaluating an unused legal tool to combat terrorism, Moodle

	12
	Intelligence resources to combat terrorism
· Combs (2011), Chapter 12
· Ganor, Boaz (2019) Artificial or Human: A New Era of Counterterrorism Intelligence? Moodle

	13
	Terrorism in Central Asia
· Lemon, Edward (2018) Assessing the Terrorist Threat In and From Central Asia, https://voicesoncentralasia.org/assessing-the-terrorist-threat-in-and-from-central-asia/ 
· Botobekov, Uran (2018) Central Asian Terrorist Groups Join Jihad Against U.S. After Declaration of Jerusalem as Israel's Capital, https://www.cacianalyst.org/publications/analytical-articles/item/13497-central-asian-terrorist-groups-join-jihad-against-us-after-declaration-of-jerusalem-as-israels-capital.html 
· Omelicheva, Maria (2007) Combating Terrorism in Central Asia: Explaining Differences in States' Responses to Terror, Moodle

	14
	Term Paper Presentations

	15
	Revision and Final Exam




10. Indicative Instructional resources 

Following are resources available to students to successfully pass the course:
Primary:

· Lecture slides found on Moodle
· Combs, C. Cindy (2011) Terrorism in the twenty first century, 6th edition, Boston: Longman. [Available on Moodle]
· Horgan, John and Kurt Braddock (2012) Terrorism studies: a Reader, Abingdon: Routledge. 
Secondary:
· Meisels, Tamar (2008) Trouble with Terror, Cambridge: Cambridge University Press. [Available on Moodle] 
· Post, M. Jerrold (2007) The mind of the Terrorist, New York: Macmillan.

· Girard, James (2015) Criminalistics : forensic science, crime, and terrorism, Washington, D.C: Jones & Bartlett Learning.

Electronic:

https://www.classcentral.com/course/terrorism-701
https://www.un.org/sc/ctc/news/vacancy/
https://en.wikipedia.org/wiki/Terrorism_and_counter-terrorism_in_Kazakhstan
https://kazakhembus.com/foreign-policy/counter-terrorism
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